
 UBD/Q/103/2025 (ICTC) - [G] 

BIL. TAWARAN/TENDER REF. :

TARIKH DIIKLANKAN : 08 Julai 2025 [Selasa] 

TARIKH TUTUP : 22 Julai 2025 [Selasa] JAM: 2 Petang

DOCUMENT FEE : B$ 10.00

IMPORTANT

Mode of Payments > REFER IN UBD WEBSITE

Please take note that the document fee for each of the New and Extended quotations will be BND 10.00 each

Important Note: Please ensure that you provide the correct details when making the payment.  

Please email proof of the above payment to helpdesk.epay@ubd.edu.bn. , finance@ubd.edu.bn,eprocurement.support@ubd.edu.bn. 
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1.1 1 unit

1.2 14 units

No. Quantity SPECIFICATIONS 

Summary Specification 

BIL. SEBUTHARGA/QUOTATION REF.:

The Official PDF quotation/tender form will be send via email once UBD Official receipt issued and send 

to vendors/supplier for confirmation of payment received.

TITLE : "ONE YEAR SUBSCRIPTION OF SSL WEBSERVER OV FOR ICTC, UNIVERSITI 

BRUNEI DARUSSALAM"

Digicert Standard SSL Certificate

Coverage: Secures a single domain

Encryption: 256-bit encryption for secure data transmission

Validation: Organization Validation (OV)

Compatability: Works seamlessly across all major browsers and devices

Issurance Time: Must be issued before expiration date to maintain 

continuous security

THAWTE SSL WEBSERVER OV - 1 YEAR LICENSE

The Company are requested to provide quotation for UBD renewing SSL 

Certificate services with the following specifications

Digicert Wildcard SSL Certificate

Coverage: Secures a primary domain and unlimited subdomains

Encryption: 256-bit encryption for secure data transmission

Validation: Organization Validation (OV)

Compatability: Works seamlessly across all major browsers and devices

Issuance Time: Must be issued before expiration date to ensure 

uninterrupted security
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PRICE VALIDITY

Price validity must be valid at least 6 months

WARRANTY

Warranty must be at least one year (12 months)

Other Specifications:

Scope of Work

1. Thawte SSL webserver OV units must be for use with UBD Digicert 

Central account

2. Support from vendor must include CSR generation, CSR submission and 

troubleshooting for all servers to renew the SSL

3. Shall be done by an experienced and qualified engineer (CV and 

supporting documents such as certfication to be provided)

4. Monitor SSL certificate expiration dates and renew before expiry

5. Maintain documentation of SSL installations for the future reference and 

audits

**Please clearly indicate whether each specification/service is included / 

Not included OR Comply / Not Comply, where applicable.


